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Attorney/Client Privileged Document 
 

REVIEW FORM 
 

On September 3, 2024, the County Attorney’s Office reviewed the following: 

 

Thomson Reuters’ Order Form (Order ID: Q-08535479) for a 36 month 

CLEAR Proflex subscription in the total amount of $64,932.48 (OnBase 

Contract #24-IT-100977).   

 

 Comments: Approved as to legal form provided that the Purchase Order 

contains the following:  

 

1. Certain State Law Requirements for Contracts: The contents of this Section are 

required by Texas Law and are included by County regardless of content.  For 

purposes of Sections 2252.152, 2271.002, and 2274.002, Texas Government Code, 

as amended, Contractor hereby verifies that Contractor and any parent company, 

wholly owned subsidiary, majority-owned subsidiary, and affiliate: 

A. Unless affirmatively declared by the United States government to be excluded from 

its federal sanctions regime relating to Sudan or Iran or any federal sanctions regime 

relating to a foreign terrorist organization, is not identified on a list prepared and 

maintained by the Texas Comptroller of Public Accounts under Section 806.051, 

807.051, or 2252.153 of the Texas Government Code. 

B. If employing ten (10) or more full-time employees and this Agreement has a value 

of $100,000.00 or more, Contractor does not boycott Israel and is authorized to 

agree in such contracts not to boycott Israel during the term of such contracts. 

“Boycott Israel” has the meaning provided in § 808.001 of the Texas Government 

Code. 

C. If employing ten (10) or more full-time employees and this Agreement has a value 

of $100,000.00 or more, Contractor does not boycott energy companies and is 

authorized to agree in such contracts not to boycott energy companies during the 

term of such contracts. “Boycott energy company” has the meaning provided in § 

809.001 of the Texas Government Code. 

D. If employing ten (10) or more full-time employees and this Agreement has a value 

of $100,000.00 or more, Contractor does not have a practice, policy, guidance, or 

directive that discriminates against a firearm entity or firearm trade association and 

is authorized to agree in such contracts not to discriminate against a firearm entity 

or firearm trade association during the term of such contracts. “Discriminate against 

a firearm entity or firearm trade association” has the meaning provided in § 

2274.001(3) of the Texas Government Code. “Firearm entity” and “firearm trade 



association” have the meanings provided in § 2274.001(6) and (7) of the Texas 

Government Code. 

 

2. Human Trafficking.  BY ACCEPTANCE OF PURCHASE ORDER, 

CONTRACTOR ACKNOWLEDGES THAT FORT BEND COUNTY IS OPPOSED 

TO HUMAN TRAFFICKING AND THAT NO COUNTY FUNDS WILL BE USED 

IN SUPPORT OF SERVICES OR ACTIVITIES THAT VIOLATE HUMAN 

TRAFFICKING LAWS. 

 

3. Remote Access.  By acceptance of Purchase Order, Contractor agrees that, as 

applicable, if Contractor requires remote access to County Systems for support, 

installation, integrations, configurations, and/or maintenance of Contractor’s product 

and/or services, except as otherwise agreed by the parties and approved by the County’s 

Director of Information Technology and Chief Information Officer in writing, the 

below requirements must be met before Contractor is granted remote access to County 

Systems: 

A.   Contractor will adhere to the restricted and monitored channels that are provided 

by the County, or other technologies approved in advanced in writing by the 

County’s Director of Information Technology and Chief Information Officer. 

B.    Contractor will neither implement nor deploy a remote access solution which 

bypasses and/or is designed to bypass County provided or approved controls.  

Contractor will not access County Systems via unauthorized methods.  

C.   Contractor’s remote access to County Systems will only be requested and 

activated on as-needed basis and disabled when not in use. 

D.   Remote access is restricted only to County Systems necessary for Contractor to 

conduct their services and/or provide applicable product to County pursuant to 

this Agreement. 

E.   Contractor will allow only its Workforce approved in advance by County to 

access County Systems. Contractor will promptly notify County whenever an 

individual member of Contractor's Workforce who has access to County Systems 

leaves its employ or no longer requires access to County Systems.  Contractor 

will keep a log of access when its Workforce remotely accesses County Systems.  

Contractor will supply County with evidence of access logs concerning remote 

access to County Systems upon written request from County.  Such access logs 

will be provided to County, within three business days from the date of County’s 

request.  These requests may be used to confirm compliance with these terms 

and/or to investigate a security incident. 

F.    If any member(s) of Contractor’s Workforce is provided with remote access to 

County Systems, then Contractor’s Workforce will not remotely log-in to County 

Systems from a public internet access device (e.g., airport computer terminal, or 

Internet café). This is due to the possibility of sensitive information being 

monitored by video or computer surveillance in public areas. 

G.   Failure of Contractor to comply with this Section may result in Contractor and/or 

Contractor’s Workforce losing remote access to County Systems.  County 

reserves the right at any time to disable remote access to protect County Systems.  

H.   For purposes of this Section, “Workforce” means employees, agents, 

subcontractors (where permitted), and/or other persons whose conduct, in the 

performance of work for Contractor, is under the direct control of Contractor, 

whether or not they are paid by Contractor and who have direct or incidental 

access to County Systems. 

I.   For purposes of this Section, “Systems” means any: (i.) computer programs, 

including, but not limited to, software, firmware, application programs, operating 



systems, files and utilities; (ii.) supporting documentation for such computer 

programs, including, without limitation, input and output formats, program 

listings, narrative descriptions and operating instructions; (iii.) data and/or media; 

(iv.) equipment, hardware, servers, and/or devices; and/or (v.) network(s). 

 
 

     

 
_______________________________________________________________ 

Andrew Wipke  

Assistant County Attorney  
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Order Form  Order ID:Q-08535479 
Contact your representative vin dh ya.ganhewa@tho msonreu ters .co m  with any 

questions. Thank you. 
 

Sold To Account Address Shipping Address Billing Address 

Account #:  1003066433 

FORT BEND COUNTY DISTRICT 

ATTORNEY 

ACCOUNTS PAYABLE 

301 JACKSON ST 

RICHMOND   TX  77469-3108  US 
 
“Customer” 

Account #: 1003066433  

FORT BEND COUNTY DISTRICT 

ATTORNEY 

ACCOUNTS PAYABLE 

301 JACKSON ST 

RICHMOND TX 77469-3108 US  

Account #:  1003066433 

FORT BEND COUNTY DISTRICT ATTORNEY 

ACCOUNTS PAYABLE 

301 JACKSON ST 

RICHMOND, TX  77469-3108 US 

This Order Form is a legal document between Customer and  
 

A. West Publishing Corporation to the extent that products or services will be provided by West Publishing Corporation, and/or 
 

B. Thomson Reuters Enterprise Centre GmbH to the extent that products or services will be provided by Thomson Reuters Enterprise Centre 

GmbH. 
 

A detailed list of products and services that are provided by Thomson Reuters Enterprise Centre GmbH and current applicable IRS Certification 

forms are available at: https://www.tr.com/trorderinginfo  
 

West Publishing Corporation may also act as an agent on behalf of Thomson Reuters Enterprise Centre GmbH solely with respect to billing and 

collecting payment from Customer. Thomson Reuters Enterprise Centre GmbH and West Publishing Corporation will be referred to as “Thomson 

Reuters”, “we” or “our,” in each case with respect to the products and services it is providing, and Customer will be referred to as “you”, or “your” or 

“Client”. 

 
 

  

Renewal Order Governing Agreement. Access to any new or renewal products set forth in this Order Form is governed by the same terms and 

conditions as your previous order form that contained the product(s) you are renewing 
 

 
 

 

 

 

 

Renewal Products 

Material 

# 
Renewed Product 

Agreement 

# 
Deal ID #  

Monthly 

Charges in 

effect prior to 

Renewal 

Effective Date  

Monthly 

Charges for 

Initial 

Renewal 

Year  

Renewal 

Effective 

Date 

Renewal Term 

(Months) 

41308780 CLEAR Proflex 0000188272  $1,604.14 $1,716.43 8/1/2024 36 
 

Renewal Terms 

Renewal Term Monthly Charges will be based on the Monthly Charges in effect at the end of the month before the Renewal Term starts. Renewal 

Term Monthly Charges begin at the end of your Minimum Term or current Renewal Term. The Renewal Term will continue for the number of 

complete calendar months identified in the Renewal Term column above. If your Minimum Term is longer than 12 months, then your Monthly 

Charges for each year of the Minimum Term are displayed in the Attachment to the Order Form 

Post Renewal Terms 

Your subscription will automatically renew at the end of the Minimum Term.  Each Automatic Renewal Term will be 12 months in length 

(“Automatic Renewal Term”), and we will notify you of any change in the Monthly Charges at least 60 days before each Automatic Renewal Term 

starts.  You are also responsible for all Excluded Charges.  

 

Federal government subscribers that chose a multi-year Minimum Term, those additional years will be implemented at your option pursuant to 

federal law.  Either of us may cancel the Automatic Renewal Term by sending notice in writing at least 30 days before an Automatic Renewal Term 

begins. 

 
 

 

Miscellaneous 
 

 

The Federal Product Specific Terms can be found here: http://tr.com/federal-product-specific-terms 
 

Applicable Law. If you are a state or local governmental entity, your state’s law will apply, and any claim may be brought in the state or federal 

courts located in your state. If you are a non-governmental entity, this Order Form shall be interpreted under Minnesota state law and any claim by 

one of us shall exclusively be brought in the state or federal courts in Minnesota. If you are a United States Federal Government subscriber, United 

States federal law will apply, and any claim may be brought in any federal court. 
 

Subscriber Information 

 

 

https://www.tr.com/trorderinginfo
http://tr.com/federal-product-specific-terms
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Charges, Payments & Taxes. You agree to pay all charges in full within 30 days of the date of invoice. You are responsible for any applicable sales, 

use, value added tax (VAT), etc. unless you are tax exempt. If you are a non-government subscriber and fail to pay your invoiced charges, you are 

responsible for collection costs including attorneys' fees. 
 

eBilling Contact. All invoices for this account will be emailed to your e-Billing Contact(s) unless you have notified us that you would like to be 

exempt from e-Billing.  
 

Credit Verification. If you are applying for credit as an individual, we may request a consumer credit report to determine your creditworthiness. If 

we obtain a consumer credit report, you may request the name, address and telephone number of the agency that supplied the credit report. If you are 

applying for credit on behalf of a business, we may request a current business financial statement from you to consider your request. 
 

Cancellation Notification Address. Send your notice of cancellation to Customer Service, 610 Opperman Drive, P.O. Box 64833, Eagan MN 

55123-1803 

Regulated Data. Due to the regulated or private nature of some data in our information products such as credit header data, motor vehicle data, 

driver license data and voter registration data, you may need to complete a credentialing process which will include certifying what your legally 

permissible use of the data will be. You agree to immediately notify us if any of the information you provided in your ordering document or during 

the credentialing process changes. You agree to and warrant that you are the end user of this data and that you will only use it for your own internal 

business purposes. You also warrant that you will strictly limit the access, use and distribution of this data to user permitted under applicable laws, 

rules and regulations and as permitted by the third party additional terms. You will keep the data confidential. You will use industry standard 

administrative, physical and technical safeguards to protect the data. You will not disclose it to anyone except as necessary to carry out your 

permissible use. You will immediately report any misuse, abuse or compromise of the data. You agree to cooperate with any resulting inquiry. If we 

reasonably believe that the data has been misused, abused or compromised, we may block access without additional notice. You are responsible for 

all damages caused by misuse, abuse or compromise of the data by you, your employees and any person or entity with whom you shared the data. We 

will be responsible for damages cause by us. We are not a consumer reporting agency. You may use information product data to support your own 

processes and decisions but you may not deny any service or access to a service to a consumer based solely upon the information product data. 

Examples of types of service include eligibility for credit or insurance, employment decisions and any other purpose described in the Fair Credit 

Reporting Act (15 U.S.C.A. 1681b). If the Financial Industry Regulatory Authority regulations apply to you, you may use our information products 

to verify the accuracy and completeness of information submitted to you by each applicant for registration on Form U4 or Form U5 in compliance 

with the requirements of FINRA Rule 3110. You may use the information products in this manner only in furtherance of written policies and 

procedures that are designed to achieve your compliance with FINRA Rule 3110 or as otherwise allowed by the General Terms and Conditions. 
 

Excluded Charges And Schedule A Rates. If you access products or services that are not included in your subscription you will be charged our 

then-current rate (“Excluded Charges”). Excluded Charges will be invoiced and due with your next payment. For your reference, the current 

Excluded Charges schedules are located http://static.legalsolutions.thomsonreuters.com/static/agreement/schedule-a-clear.pdf and Excluded Charges 

change from time-to-time upon 30 days written or online notice. We may, at our option, make certain products and services Excluded Charges if we 

are contractually bound or otherwise required to do so by a third party provider or if products or services are enhanced or if new products or services 

are released after the effective date of this ordering document. Modification of Excluded Charges or Schedule A rates is not a basis for termination 

under paragraph 10 of the General Terms and Conditions. 
 

CLEAR Fixed Rate Usage :If the transactional value of your CLEAR fixed rate usage exceeds your then-current Monthly Charges by more than 10 

times in any month (or by 20 times in any month for Enterprise Law Enforcement subscribers), we may limit access to live gateways and request that 

the parties enter into good faith renegotiation or terminate upon 10 days written notice. Transactional value of your CLEAR usage is calculated based 

upon our then-current Schedule A rate. Schedule A rates may change upon at least 30 days written or online notice. 
 

Batch  Usage :If you have a fixed rate batch and/or batch alerts subscription and the total of your batch inputs or batch alerts exceeds your annual 

fixed rate batch or total batch alerts allotment, we may: 1) request the parties enter into good faith negotiations regarding a superseding agreement, 2) 

terminate your subscription upon 10 days written notice or 3) limit your access to your fixed rate batch subscription for the remainder of the then-

current 12 month period, during which time you will continue to be billed your Monthly Charges. If your access to your fixed rate batch subscription 

has been limited, your access will be reinstated on the first day of the following 12 month period. 
 

If the trial includes Batch Services, you may submit up to 1,000 input lines at no cost. We reserve the right to invoice you for input lines in excess of 

1,000. You will pay our then current Schedule A rate. Schedule A rates are located at http://legalsolutions.com/schedule-a-clear. 
 

Existing Vigilant Subscribers: We may terminate your License Plate Recognition (LPR) subscription if you are an existing Vigilant LEARN 

subscriber whose LPR pricing is based upon your existing Vigilant LEARN agreement, and you cancel your Vigilant LEARN agreement. 
 

Enterprise Law Enforcement Subscribers: You certify that you have up to the number of Sworn Officers in your employ at this location identified 

in the QTY Column above.  Our pricing for banded products is made in reliance upon your certification.  If we learn that the actual number is greater, 

we reserve the right to increase your charges as applicable.  
 

CLEAR Subscribers via an Alliance Partner. In limited circumstances we may allow you to access CLEAR through a third party’s (“Service 

Provider”) software or service (together with CLEAR, the “Integrated System”).  In the event that you enter into a license agreement to access an 

Integrated System, you agree as follows:  
 

We have no obligation to Service Provider with regard to the functionality or non-functionality of CLEAR during or after the integration. Service 

Provider will have access to CLEAR on your behalf and you will ensure Service Provider’s compliance with the terms and conditions of the 

Thomson Reuters General Terms and Conditions located in the General Terms and Conditions paragraph above. Except as otherwise provided in 

your agreement with us, Data may not (i) be distributed or transferred in whole or in part via the Integrated System or otherwise to any third party, 

(ii) be stored in bulk or in a searchable database, and (iii) not be used in any way to replace or to substitute for CLEAR or as a component of any 

material offered for sale, license or distribution to third parties. No party will use any means to discern the source code of our products and product 

http://static.legalsolutions.thomsonreuters.com/static/agreement/schedule-a-clear.pdf
http://legalsolutions.com/schedule-a-clear
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data. You are responsible for Service Provider’s access to CLEAR on your behalf. You are responsible for all damages caused by misuse, abuse or 

compromise of the data by Service Provider, you, your employees and any person or entity with which you shared the data. We will be responsible 

for damages caused by us. 
 

. For Law Enforcement Agencies and Correctional Facilities Only – No Inmate Westlaw or CLEAR Access (direct or indirect) 

I certify, on behalf of Subscriber, that I understand and accept the security limits of Westlaw or CLEAR ; Subscriber’s responsibility for controlling 

Westlaw, CLEAR, internet and network access; and, how Subscriber will be using Westlaw or CLEAR. I acknowledge Subscriber’s responsibility 

for providing West with prompt written notice if Subscriber’s type of use changes. 
 

Only non-inmates/administrative staff will access Westlaw or CLEAR with no direct Westlaw research results provided to inmates (including work 

product created as part of inmates’ legal representation). In no event shall anyone other than Subscriber’s approved employees be provided access to 

or control of any terminal with access to Westlaw or Westlaw Data. 
 

Functionality of Westlaw or CLEAR cannot and does not limit access to non-West internet sites.  It is Subscriber’s responsibility to control access to 

the internet. 
 

Subscriber will provide its own firewall, proxy servers or other security technologies as well as desktop security to limit access to the Westlaw or 

CLEAR URL and West software (including CD-ROM orders).  Subscriber will design, configure and implement its own security configuration. 
 

Subscriber will not use any data nor distribute any data to a third party for use, in a manner contrary to or in violation of any applicable federal, state, 

or local law, rule or regulation or in any manner inconsistent with the General Terms and Conditions. 
 

Subscriber will maintain the most current version of the West software to access CD-ROM Products for security purposes. 

Amended Terms and Conditions 

 

 

 
. 

Government Non-Availability of Funds for Online, Practice Solutions or Software Products  

You may cancel a product or service with at least 30 days written notice if you do not receive sufficient appropriation of funds.  Your notice must 

include an official document, (e.g., executive order, an officially printed budget or other official government communication) certifying the non-

availability of funds.  You will be invoiced for all charges incurred up to the effective date of the cancellation.   
 

 

 

 

 

Signature for Order ID: Q-08535479 

ACKNOWLEDGEMENT  Q-08535479 

I have read all pages and attachments to this Order Form and I accept the terms on behalf of Subscriber. I warrant that I am authorized 

to sign this Order Form on behalf of the Subscriber. 

 

\si1\ 

 

\ti1\ 

Signature of Authorized Representative for order Title 

\na1\ \ds1\ 

 Printed Name  Date 

This Order Form will expire and will not be accepted after 8/3/2024 CT.  
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Attachment  Order ID:Q-08535479 
Contact your representative vin dh ya.ganhewa@tho msonreu ters .co m  with any questions. Thank 
you. 

 

Order ID: Q-08535479 

Payment, Shipping and Contact Information 

Payment Method: 

Payment Method: Bill to Account 

Account Number: 1003066433 

This order is made pursuant to: Texas MSA Contract No. DIR‐LGL‐CALIR‐02: Internal 

use only (TXMS) 

Order Confirmation Contact (#28) 
Contact Name:GAFFNEY, PATRICK 

Email:patrick.gaffney@fortbendcountytx.gov 

 

 

 

Account Contacts 

Contact Name Email Address Customer Type Description 

    
 

 

 

Charges During Renewal Term 

Material # Product Name 
Year 1  

Monthly 
Charges 

% incr 
Yr 1-2* 

Year 2  
Monthly 
Charges 

% incr 
Yr 2-3* 

Year 3  
Monthly 
Charges 

% incr 
Yr 3 4* 

Year 4  
Monthly 
Charges 

% incr 
Yr 4-5* 

Year 5  
Monthly 
Charges 

41308780 CLEAR Proflex $1,716.43 5.00% $1802.25 5.00% $1892.36 N/A N/A N/A N/A 
 

Charges During Renewal Term 
Pricing is displayed only for the years included in the Renewal Term. Years without pricing in above grid are not included in the Renewal Term. Refer to 

your Order Form for the Post Renewal Term pricing 
 



Account Validation and Certification (AVC) Form  
Westlaw and CLEAR (Government)   

Subscriber Information  

 R
E

 Q
 U

 I R
 E

 D
  

Account Number (if applicable) 1003066433  

Full Legal Name/Entity FORT BEND COUNTY DISTRICT ATTORNEY 
 

 Business Unit/Dept/Agency   \bu1\ 
 

The applicant’s address below is (please check one): \1cb1\  a Commercial Location \2cb1\  a Residence (i.e. a home-based business) 
 

Street Address 301 Jackson St  

City  Richmond Country (if not US) US 
 

State TX Zip  77469-3108 
 

Main Organization Telephone  \1te1\ Location/Contact/Ext Telephone \2te1\ 
 

Cell Phone (if no land line available) \3te1\ Email Address \em1\ 

 

Website 
\wb1\ 

\3cb1\  Check here if no website available 
 

     

West products have implemented Multi-Factor Authentication and in order to access the public records products you must supply a valid External IP Address or IP 
Range belonging to your organization that meets the following requirements: 

 IP Addresses assigned to jurisdictions outside the United States or West-approved U.S. Territories are prohibited 

 IP Addresses will not be accepted from the following ranges which are reserved by the Internet Assigned Numbers Authority for special use or private 
networks: 10.0.0.0 - 10.255.255.255, 127.0.0.0- 127.255.255.255, 172.16.0.0 - 172.31.255.255, 192.168.0.0 - 192.168.255.255, 169.254.0.0 - 

169.254.255.255. 

 All IP addresses must be IPv4 addresses. 

 If you do not know your External IP address(es), try the following: 
o Contact your network administration, firewall or security team 

o Contact your Internet Service Provider, ISP (i.e. Cable, DSL, Satellite, etc.) 

Go to the following URL in your browser: http://tools.whois.net/yourip/ or http://www.whatismyip.com to identify your external IP address (NOTE: If you have 
multiple IP addresses, this tool will only detect one IP address) 

 

Internet Service Provider Name: \isp1\  

IP Address: \ip1\  

IP Address Range:  

 Beginning IP Address: \1bip1\   Ending IP Address: \1eip1\  

 Beginning IP Address: \2bip1\ Ending IP Address: 

 

\2eip1\ 

 

       
 

ALL REQUESTED INFORMATION MUST BE PROVIDED OR YOUR ORDER MAY BE DELAYED OR PRODUCT ACCESS LIMITED 
 

 
SUBSCRIBER INFORMATION  

 
 

 Select Type of Government   Select Type of Academic Institution   

 \4cb1\  US – Federal  
 

\70cb1\  Privately Funded Academic Institution (non-government funded) 

 \5cb1\  US – State  \71cb1\  Government Funded Academic Institution 

 \9cb1\  US – Local    

 \7cb1\  Tribal Government \tg1\   

   (Please describe)    

 \8cb1\  Other Government: \og1\    

   (Please describe)    
 

 DATA USE INFORMATION  
 

Do your end users have arrest powers? 
\72cb1\

 No 
\73cb1\

 Yes 

Will you be using the product in relation to the collection of consumer debt (i.e., financial obligations of a consumer relating to a 

transaction for personal, family, or household purpose)? 

\16cb1\

 No 
\17cb1\

 Yes 

Will you have end users at any location other than listed above? 

 If yes, please attach a completed Addendum to Account Validation and Certification Form – Multiple Locations. 

\21cb1\

 No 
\22cb1\

 Yes 

Are you requesting “unmasked data” or full display of full Security Numbers, full Date of Birth and/or Driver’s License 

information?  

 If yes, please attach a completed Addendum to Account Validation and Certification Form – Unmasked Data Request 

\25cb1\

 No 
\26cb1\

 Yes 

Will you be using the product, in whole or part, for any consumer-initiated application in order to determine and individual’s 

eligibility for employment, credit, housing, insurance for personal, family, household or government benefit-related purposes? 

\27cb1\

 No 
\28cb1\

 Yes 

 

If you are using World-Check data in order to screen an individual, either in their individual capacity or in relation to a business, to 
determine whether to enter into a business relationship, you understand and agree that you must direct your search subject to the World-

Check Privacy Statement located at, , https://www.refinitiv.com/en/products/world-check-kyc-screening/privacy-statement. 

 

\91cb1\

 Agreed 
\92cb1\

 No 

https://www.refinitiv.com/en/products/world-check-kyc-screening/privacy-statement


Describe in detail your purpose/use case for using this product: \dp1\  

 

 
PERMISSIBLE USE SELECTIONS 

 

Permissible Use under Gramm Leach Bliley Act 

Your use of certain consumer data within the product is limited by the U.S. Gramm-Leach-Bliley Act (15 U.S.C. 6801 et. seq.). In order to access this data, you must indicate 
your permissible use(s) below. If you do not have a permissible use, you must select the “no permissible use” option. 

\53cb1\  You certify there is no permissible use.  

\54cb1\  For use by a person holding a legal or beneficial interest relating to the consumer. 

\55cb1\  For use in complying with federal, state, or local laws, rules, and other applicable legal requirements. 

\56cb1\  For use as necessary to effect, administer, or enforce a transaction requested or authorized by the consumer.  

\57cb1\  For use in complying with a properly authorized civil, criminal, or regulatory investigation, subpoena, or summons by federal, state, or local authorities. 

\58cb1\  For use to protect against or prevent actual or potential fraud, unauthorized transactions, claims, or other liability. 

\59cb1\  For use by any Law Enforcement Agency, self-regulatory organizations or for an investigation on a matter related to public safety. 

\60cb1\  To persons acting in a fiduciary or representative capacity on behalf of the consumer. 

\61cb1\  For required institutional risk control or for resolving consumer disputes or inquiries. 

\62cb1\  With the consent or at the direction of the consumer. 

Permissible Use under Drivers Privacy Protection Act 

Your use of certain driver’s record and vehicle data is limited by the U.S. Drivers Privacy Protection Act (18 U.S.C. §2721 et seq.). In order to access this data, you must 

indicate your permissible use(s) below. If you do not have a permissible use, you must select the “no permissible use” option.  

\63cb1\   You certify there is no permissible use.  

\64cb1\  For official use by a Court, Law Enforcement Agency or other Government agency. 

\65cb1\  To verify or correct information provided to you by a person in order to prevent fraud, pursue legal remedies or recover a debt; skip tracing. 

\66cb1\  For use in connection with a civil, criminal or arbitral legal proceeding or legal research. 

\67cb1\  For use in connection with an insurance claims investigation or insurance antifraud activities. 
 

 NEXT STEPS  

 The information provided on this AVC form will be reviewed by our internal credentialing team and, if required, an onsite inspection will be conducted by Thomson 
Reuters authorized third party.  To coordinate the onsite inspection, the third party will contact you directly to arrange a convenient day and time for the visit. Law 

enforcement agencies and federal and state government agencies are not required to complete an onsite inspection.  

 The inspector will seek to verify, among other things, the physical, technical and/or administrative safeguards in place to keep Thomson Reuters data safe and 

confidential.   

 The onsite inspection will last approximately 30 minutes, during which time the inspector will ask certain questions and gather observations intended to validate the 
information provided on this AVC Form.  In addition, as is customary in the industry, the inspector will take a few photos of the premises, internal and external, to 

document your physical location as well as security measures and safeguards.  At the time of the inspection, it is important that you assign an individual(s) capable of 

answering pertinent questions to meet with the inspector.   
      

Please provide the name and phone number of the person you would like us to contact to schedule the required on-site inspection (s). 

 

Name \4na1\  
Telephone Number:\6te1\  

Email:\Inspeml1\ 

 

 

 

Has Thomson Reuters onsite inspected any of your locations in the last 6 months? \104cb1\

 No 

\103cb1\

 

 
Yes 

Account Name \ACI\ Account Number 
\ACN1\  

If yes, approximately when was the onsite 

performed  

 

 

 
CERTIFICATIONS 

 

By signing below, you certify that:  

 YOU UNDERSTAND THAT THOMSON REUTERS IS NOT A CONSUMER REPORTING AGENCY AND THIS SERVICE DOES NOT CONSTITUTE A 

“CONSUMER REPORT” AS SUCH TERM IS DEFINED IN THE FEDERAL FAIR CREDIT REPORTING ACT (FCRA), 15 U.S.C.A. §§ 1681 ET SEQ. 

YOU ARE STRICTLY PROHIBITED FROM USING ANY DATA, IN WHOLE OR IN PART, AS A FACTOR IN ESTABLISHING A CONSUMER’S 

ELIGIBILITY FOR CREDIT, INSURANCE, EMPLOYMENT, OR FOR ANY OTHER PURPOSE AUTHORIZED UNDER THE FCRA OR AS THE BASIS 

FOR TAKING ADVERSE ACTION REGARDING ANY CONSUMER APPLICATION.  

 End users will access and use the data, including personally identifiable information, in accordance with all applicable laws, rules, and regulations. No individual shall 

access records that require a permissible use unless such a permissible use exists. It is your responsibility to seek guidance and clarification in case of any questions about 
the proper use of a product. YOU ARE RESPONSIBLE FOR ANY UNAUTHORIZED COLLECTION, ACCESS, USE, AND DISCLOSURE OF ANY DATA 

ACCESSED THROUGH OUR PRODUCTS. 

 You will ensure that Thomson Reuters products are accessed and used in a manner that always preserves the strict confidentiality of all data. You agree to put processes 
in place to ensure that you and all authorized users comply with the following both when working from your authorized business location(s) and remotely: (1) products 

will only be accessed through password protected Wi-Fi networks, virtual private networks, and other secure applications and methods of communications, (2) all 
security measures on laptops and other devices will be activated before accessing our products, (3) authorized users will never extract or store data remotely on laptops or 

mobile devices, (4) authorized users will not write down or maintain any data in an unsecure fashion in any form, (5) laptops or device screens will not be visible through 



exterior windows when accessing our products, (6) authorized users will not access products in a public areas or where conversations could be overheard, and (7) 

authorized users will not allow anyone to user their work laptop or other device for any reason. 

 You will maintain a comprehensive information security program, including systems, facilities, and procedures to safeguard the data and that you have experience in 

maintaining the confidentiality, security, and appropriate use of such information. 

 You agree to immediately notify Thomson Reuters of any actual or suspected breach or access to data that may result in the unauthorized collection, access, use or 

disclosure of any data. You agree to make all reasonable efforts to assist Thomson Reuters and our data providers in relation to any investigation, claim, litigation or other 

action related to your access, use or disclosure of data. 

 You and your end users are not and will not be involved in credit fraud, identification theft, stalking, harassment, any unethical business practices or illegal activity nor 

will you further such activities by your customers. 

 All information provided on this AVC Form and addendum(s) is true and correct and is applicable to all of your authorized users and locations. You will immediately 

notify Thomson Reuters of any changes to the information provided in this form or during the credentialing process, including location changes. You understand that 
Thomson Reuters may periodically require you to re-certify the information provided herein. 

 You are an authorized signatory for this account. 

 

AUTHORIZED REPRESENTATIVE: 

Print Name: 

 
\na1\  

Title: \ ti1\  

 

Date: \ds1\  

 

Signature: \si1\  
 

Once this document is completed and signed by an authorized representative, please 
provide it to your West Sales Consultant with a signed order or fax it to 866-294-1042 

or email to west.avtcredentials@thomson.com. 

All information is subject to verification and approval by Thomson Reuters. 
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Respecting information privacy and security is an integral part of Thomson Reuters culture and values. CLEAR® and Public Records on Westlaw, including 

People Map and Company Investigator, are investigative and legal research products that include personally identifiable information (e.g., name, address, 

phone number) and sensitive personal information (e.g. Social Security Numbers, DOB, Driver’s License Number, etc.). Prior to providing access to this 

sensitive data, Thomson Reuters believes that it is vital to know who our customers are and to understand their need to access consumer PII and sensitive PII. 

This credentialing process also ensures that our customers are getting the most out of their public records subscriptions.  

 

WHO IS SUBJECT TO CREDENTIALING?  

Customers seeking access to people-related content within our public records products will be required to successfully complete our credentialing process 

and, unless excepted, undergo a physical onsite inspection. It is through our credentialing process that we validate that the customer is a legitimate business 

entity and that it has an appropriate need for this information.  Our credentialing process allows Thomson Reuters to include higher quality data in CLEAR 

and Westlaw Public Records.   

 

WHAT DOES THE CREDENTIALING TEAM REVIEW? 

Each customer is asked to complete the appropriate Account Validation and Certification (AVC) form and to provide the certain information about their 

business and their use of the product. Examples of information we ask for include:  

 SUBSCRIBER INFORMATION: Full legal name of the business, location and contact information, and IP address information 

 ACCOUNT INFORMATION AND DATA USE: Business structure, business licensing, principal information, length of existence, and questions 

regarding how our data will be used  

 BUSINESS TYPE CERTIFICATION (Corporate and Law Firms only): Corporate and Law Firm subscribers indicate their type of business. 

 PERMISSIBLE USE SELECTIONS: Gramm-Leach-Bliley Act and Drivers Privacy Protection Act permissible use certifications 

 CERTIFICATIONS: Additional certification around the use of Thomson Reuters data, include express prohibitions against using the data for any 

purpose governed by the Fair Credit Reporting Act 

 

IS CREDENTIALING A COMMON PRACTICE IN THE INDUSTRY? 

Yes, other organizations offering access to content containing sensitive personal information likely have similar customer vetting programs in place. 

 

WHO PERFORMS THE BUSINESS REVIEW AND THE ONSITE INSPECTION? 

The information provided on your AVC form will be reviewed by our internal credentialing team and the onsite inspection will be conducted by an 

authorized third party. To coordinate the onsite inspection, one of these entities will call you directly to arrange a convenient day and time for the visit.  

 

WHAT IS THE SCOPE OF THE ONSITE INSPECTION? 

The inspector will seek to verify that there are safeguards in place to keep Thomson Reuters data safe and confidential. The scope of the inspection will 

include: 

 

 PHYSICAL SECURITY: Are there sufficient controls in place to prevent the unauthorized external access to the customer’s facility? 

 INTERNAL SECURITY: Are there sufficient internal controls in place to protect and control physical access to Thomson Reuters data? 

 DATA SECURITY: Are the customer’s systems, storage methods, and data destruction appropriate to secure Thomson Reuters data? 

 INFORMATION CONFIRMATION: Does the customer’s physical business match the disclosed use case and business type on the AVC form? 

Are there any discrepancies between what was provided on the AVC form and findings from the actual onsite inspection? 

 PHOTOGRAPHS: For audit purposes, our onsite inspectors are required to take photos of the customer’s site to substantiate the onsite report and 

will include: (1) end user workspaces, (2) document storage security protocol, (3) document destruction protocol, and (4) physical location of the 

commercial location. 

 

HOW MUCH TIME DOES A TYPICAL ONSITE INSPECTION TAKE? 

The onsite inspection will last approximately 30 minutes, during which time the inspector will ask certain questions and gather certain observations intended 

to validate the information provided on the AVC form. As is customary in the industry: the inspector will take a few photos of the premises, internal and 

external, in order to document the customer’s physical location as well as security measures and safeguards. At the time of the inspection, it is important that 

the customer assign an individual or individuals capable of answering pertinent questions to meet with the inspector. 

 

 

 
 

Thomson Reuters is not a consumer reporting agency and none of its services or the data contained therein constitute a ‘consumer report’ 

as such term is defined in the Federal Fair Credit Reporting Act (FCRA), 15 U.S.C. sec. 1681 et seq. The data provided to you may not be 

used as a factor in consumer debt collection decisioning, establishing a consumer’s eligibility for credit, insurance, employment, government 

benefits, or housing, or for any other purpose authorized under the FCRA. By accessing one of our services, you agree not to use the service 

or data for any purpose authorized under the FCRA or in relation to taking an adverse action relating to a consumer application. 
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